PHISHING:

1 6 M Average cost of a successful
° phishing attack.

780/0 Three quarters of all the cyberattacks

in 2019 involved some form of phishing.

IDENTIFYING A PHISHING EMAIL

There are suspicious links in the email.

The senders email address does not
match with their original email address
or has some discrepancies.

Language of the email may:

« Invoke a sense of urgency.

« Sound “too good to be true”.

« Contain spelling or grammar errors.
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PRECAUTIONS TO TAKE

emails, even if they sound urgent.
Report and delete them.

‘ﬂ \ Do not click on any suspicious links or

from their official website, and not from

ﬁ\ Access services or applications directly
> !
LR links within the email.

Never share your personal information (social
security number, bank account details, home
address, etc.) over the email.

| HAVE BEEN PHISHED,
WHAT DO | DO?

Do not enter or send any information,
even if prompted.

Inform the IT department, let them do a full
malware scan of your computer.
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